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Data Protection Risks: 
This policy helps to protect W R Swann & Co Ltd from some very real data security risks, 
including: 

 Breaches of confidentiality. For instance, information being given out inappropriately 

 Failing to offer choice. For instance, all individuals should be free to choose how the 
company uses data relating to them 

 Reputational damage. For instance, the company could suffer if hackers successfully 
gained access to sensitive data 
 

Responsibilities 
Everyone who works for or with W R Swann & Co Ltd has some responsibility for ensuring 
data is collected, stored and handles appropriately. 
Each team that handles personal data must ensure that it is handled and processed in line 
with this policy and data protection principles. 
 
However, the following people have key areas of responsibility: 
 

 The Board of Directors has ultimate responsibility for ensuring that we meet our 
legal obligations. 
 

 The HR Manager is responsible for: 
o Keeping the board updated about data protection responsibilities, risks and 

issues. 
o Reviewing all data protection procedures and related policies in line with an 

agreed schedule. 
o Arranging data protection training and advice. 
o Handling data protection questions. 
o Dealing with requests from individuals to see the data that we hold about 

them. 
o Checking and approving any contracts or agreements with third parties that 

may handle any of the company’s sensitive data. 
o Approving any data statements attached to communications such as emails 

and letters. 
o Addressing any data protection queries from outside the company. 
o Where necessary, working with other employees to ensure marketing 

initiatives abide by data protection principles. 
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General Staff Guidelines 
 

 The only people able to access data covered by this policy are those that need it for 
 their work. 

 Data must not be shared informally. When access to confidential information is 
 required, employees can request it from the HR Manager. 

 

W. R. Swann & Co Ltd will provide training to all relevant employees to help them 
understand their responsibilities when handling data. 

 Employees must keep all data secure by taking sensible precautions and following 
the guidelines below: 

1. In particular, strong passwords must be used and they must never be shared. 
2. Personal data must not be disclosed to unauthorised people, either within 

the company or externally. 
3. 






